Eylam Tamary (SYSNET): Η επιτυχία της κυβερνοασφάλειας είναι η επιτυχια του διαμοιρασμού των πληροφοριών σε πραγματικό χρόνο

Αθήνα, 5 Φεβρουαρίου 2026 – Τη μετάβαση των τεχνολογικών υποδομών από τον χώρο της Άμυνας στην αγορά, καθώς και τις προκλήσεις κανονιστικής συμμόρφωσης σε ένα περιβάλλον αβεβαιότητας, ανέδειξε σχετικό πάνελ, στο πλαίσιο του 2ου Cyber Intelligence Summit 2026, που διεξάγεται στο Μέγαρο Μουσικής Αθηνών. Το συνέδριο τελεί υπό την αιγίδα του Υπουργείου Εθνικής Άμυνας και του Υπουργείου Ψηφιακής Διακυβέρνησης της Ελλάδας, καθώς και του Υπουργείου Άμυνας και του Υφυπουργείου Έρευνας, Καινοτομίας και Ψηφιακής Πολιτικής της Κυπριακής Δημοκρατίας. 
Στο επίκεντρο του πάνελ που συντόνισε ο κ. Μιχάλης Μωραΐτης, CEO της Actus Valida, βρέθηκε ο ρόλος της κυβερνοασφάλειας όχι μόνο ως τεχνολογικό ζήτημα, αλλά ως οργανωσιακή, επιχειρησιακή και κανονιστική πρόκληση, που αφορά το σύνολο των οργανισμών – από τις αμυντικές εφαρμογές έως τον ιδιωτικό τομέα και την αγορά.
Ο κ. Γιώργος Σπανουδάκης, CEO της SPHYNX Hellas, υπογράμμισε ότι η εκπαίδευση του ανθρώπινου δυναμικού αποτελεί κρίσιμο παράγοντα άμυνας απέναντι στις σύγχρονες απειλές. Όπως ανέφερε, οι οργανισμοί οφείλουν να εκπαιδεύουν το προσωπικό τους ώστε να μπορεί να λειτουργεί υποστηρικτικά σε περιπτώσεις κυβερνοαπειλών. Ιδιαίτερη αναφορά έκανε στη σημασία του prompt engineering, επισημαίνοντας ότι η ποιότητα των απαντήσεων των συστημάτων AI εξαρτάται άμεσα από τη σωστή διατύπωση των ερωτημάτων. Τόνισε επίσης την ανάγκη συλλογής και αξιοποίησης αποδεικτικών στοιχείων από ανθρώπινες πηγές, επαφές και τηλεπικοινωνιακά δεδομένα. Αναφερόμενος στο κανονιστικό πλαίσιο, σημείωσε ότι οι Οδηγίες NIS και NIS 2 δεν πρέπει να αντιμετωπίζονται ως απλή άσκηση συμμόρφωσης, καθώς εισάγουν δύο κρίσιμες απαιτήσεις: τη συνεχή παρακολούθηση των συστημάτων και τον έλεγχο της ασφάλειας των προμηθευτών. 
Στη δυσκολία της μεταφοράς τεχνολογιών από την κυβερνητική και αμυντική χρήση στον ιδιωτικό τομέα αναφέρθηκε ο κ. Eylam Tamary, Director of Cyber Security & Intelligence Business Unit της SYSNET. Όπως σημείωσε, η προσαρμογή αυτή δεν είναι αυτονόητη, καθώς η κοινωνία των πολιτών δεν διαθέτει πάντα τον ίδιο βαθμό συμβατότητας ή τεχνογνωσίας με τα συστήματα που έχουν αναπτυχθεί για κρατική ή στρατιωτική χρήση. Συχνά, όπως ανέφερε, απαιτείται ριζική αναθεώρηση του τρόπου με τον οποίο τα προϊόντα σχεδιάζονται και διατίθενται στην αγορά.
Ο κ. Tamary επεσήμανε επίσης ότι οι δεξιότητες των χρηστών στον ιδιωτικό τομέα διαφέρουν σημαντικά από εκείνες των επαγγελματιών της άμυνας, γεγονός που επηρεάζει τον σχεδιασμό των λύσεων. Αναφερόμενος στα πρότυπα ISO και στις κανονιστικές απαιτήσεις, σημείωσε ότι η προσαρμογή πλατφορμών ώστε να λειτουργούν σε ευρωπαϊκό επίπεδο απαιτεί σημαντική προσπάθεια, ενώ τόνισε ότι παρατηρείται απόρριψη προϊόντων των οποίων τα κέντρα διαχείρισης δεδομένων δεν βρίσκονται εντός Ευρώπης. Κλείνοντας, υπογράμμισε ότι «Η επιτυχία της κυβερνοασφάλειας είναι η επιτυχια του διαμοιρασμού των πληροφοριών σε πραγματικό χρόνο».
Την οπτική ενός μεγάλου οργανισμού από τον χώρο της φιλοξενίας παρουσίασε ο κ. Δημήτρης Γιαννής, Group IT Director της ELECTRA GROUP HOTELS, αναφερόμενος στον τεχνολογικό μετασχηματισμό που έχει συντελεστεί τα τελευταία χρόνια. Όπως σημείωσε, η διαφάνεια και η ειλικρίνεια στην επικοινωνία είναι κρίσιμες, ακόμη κι αν αυτό σημαίνει την κοινοποίηση ορισμένων στοιχείων. Τόνισε επίσης ότι η επικοινωνία γύρω από ζητήματα κυβερνοασφάλειας πρέπει να γίνεται με απλή και κατανοητή γλώσσα, χωρίς νομικούς ή τεχνικούς όρους που δυσκολεύουν την κατανόηση.
Ο κ. Γιαννής επισήμανε ότι σε μεγάλους οργανισμούς παρατηρείται συχνά αποσύνδεση μεταξύ της ανώτατης διοίκησης και των υπόλοιπων εργαζομένων, κάτι που χαρακτήρισε λανθασμένο. Όπως ανέφερε, η κυβερνοασφάλεια απαιτεί ενιαία φωνή και κοινή κουλτούρα σε όλα τα επίπεδα του οργανισμού.

